CHAPTER 1

FRAMING THE ISSUES
A. Introduction
Online judgment databases and the court’s duty to respect litigant privacy, ex parte email communication,[footnoteRef:1] inadvertently e-mailed draft decisions and the issue of government-owned and operated court servers as it relates to judicial independence,[footnoteRef:2] are but a few of the plentiful issues arising with greater — indeed disconcerting — frequency. The cumulative effect of these, it stands to reason, is ultimately to prompt courts to revisit the conventional construction of fundamental concepts such as disclosure, accountability, competence — even impartiality — and the balance to be struck between foundational values such as transparency and privacy in the modern age.[footnoteRef:3] [1:  Jeff Coen, “TV Pitchman Held in Contempt for E-mail Deluge on Judge” (11 February 2010), online: http://articles.chicagobreakingnews.com/2010-02-11/news/28528888_1_kevin-trudeau-infomercial-pitchman-e-mail-attack.]  [2:  In R v Lippé, [1991] 2 SCR 114 at para 45, Lamer CJ defined “judicial independence” as independence from government, but interpreted ‘government’ broadly enough to include “any person or body, which can exert pressure on the judiciary through authority under the state.” ]  [3:  See T David Marshall, Judicial Conduct and Accountability (Toronto: Carswell, 1995), and Martin L Friedland, A Place Apart: Judicial Independence and Accountability in Canada (Ottawa: Canadian Judicial Council, 1995).] 


In order to permit courts to stay current in a time of rapid if not perpetual change, and with a view to bringing some clarity to judging in times of evolving technology, the following will endeavour to provide an overview of the issues arising from the interplay between technology and judging. In an effort to alert courts to up-and-coming matters deriving from the use of technology, the book will concern itself first with identifying emerging issues deriving from technological change generally. It will then more specifically address each of the said issues, including but not limited to the networked environment’s ramifications for judicial ethics and the use of online resources by judges.

This will be examined, with an eye towards generating practical recommendations and apt policy in a crucial area previously unexplored in any depth in the legal literature. This book will address the significant jurisprudential developments that have emerged since its first edition was initially published in 2012. 


B.  JUDICIAL INDEPENDENCE AND THE PRESSURE TO PRODUCE
 
Terms such as innovation tend — however unconsciously — to be almost inextricably associated with efficiency and enhanced productivity. While few would deny that these are generally and ostensibly sought-after objectives, their desirability in the courtroom, upon further reflection, might not be self-evident. While justice must be swift, as guaranteed by the Canadian Charter of Rights and Freedoms for example,[footnoteRef:4] not unlike similar-minded constitutional and quasi-constitutional documents in sister-democracies worldwide, it must also be deliberate, competent and meticulous.  [4:  Canadian Charter of Rights and Freedoms, Part I of the Constitution Act, 1982, being Schedule B to the Canada Act 1982 (UK), 1982, c 11.] 


This, of course, is inter alia required by the “fair trial” component of constitutional guarantees worldwide.  

For our purposes, I argue that the somewhat overeager dash towards unquestioningly embracing new technologies (unquestioningly being the operative term) is premature, and might in some cases inadvertently result in compromising other significant values, such as fairness and even judicial independence, on the altar of purported efficiency.

Policy makers’ general readiness to welcome new technologies into the courtroom context, in want of in-depth discussions, arguably speaks to our desire for expediency or quick fixes to multi-faceted issues. The long-term price of hurried, perfunctory solutions, as the examples below illustrate, may outweigh their immediate benefits. While the use of technology to forward the legitimate objectives of promoting judicial productivity, ostensible transparency, and wisely saving costs should be encouraged, such encouragement should only follow solemn reflection and profound cost-benefit analysis (with the words cost and benefit moving beyond financial cost).

Let us now take a closer look.

C Monitoring Judges: An Affront To Independence, A 
Threat To Diligence
 In what is now said to appear like the distant past, before the day now known as 9/11 became forever etched in the world’s collective memory, a meeting of the Judicial Conference, headed by then Chief Justice Rehnquist, was scheduled for 11 September 2001.[footnoteRef:5] The gathering in question was to address a much-decried US government proposal to monitor federal judges’ electronic communications and Internet use.[footnoteRef:6] In the midst of vocal protest,[footnoteRef:7] monitoring software was installed in order to surveil judicial Internet use.[footnoteRef:8] The proposal, touted by Congress as a push for efficiency,[footnoteRef:9] was said to represent a significant threat to judicial independence and to manifestly violate the separation of powers.[footnoteRef:10] [5:  The Judicial Conference of the United States is the principal policy-making body for the federal court system. The Chief Justice serves as the presiding officer of the Conference.]  [6:  See Report of the Proceedings of the Judicial Conference of the United States (September/October 2001), online: www.uscourts.gov/judconf/sept01proc.pdf: “Shortly after the Judicial Conference session began on September 11, 2001, members were informed of terrorist attacks in New York and Washington, D.C. The Conference adjourned promptly upon notification of the evacuation of the Supreme Court Building. No Conference business was conducted on that day . . . .” 
I have argued elsewhere that e-mail eavesdropping presents novel challenges that need to be addressed with the Charter in mind. See Karen Eltis, “La surveillance du courrier électronique en milieu du travail: le Québec succombera-t-il à l’approche permissive américaine?” (2006) 51 McGill LJ 475, and Karen Eltis, “The Emerging American Approach to Email Privacy in the Workplace: Its Influence on Developing Caselaw in Canada and Israel” (2004) 24 Comp Lab L & Pol’y J 487.]  [7:  See Lisa Gill, “Judges Turn Off Monitoring – on Their Own Computers” Newsfactor (9 August 2001). See also Stefanie Olsen, “Judges Oppose Monitoring of Internet Use” ZDNet (10 September 2001); Gina Holland, “Judges Brace for Web Monitoring” (2001), online: <www.news.excite.com/news/ap/010919/14/judges-privacy>;
and Electronic Privacy Information Center, “EPIC Urges Federal Judiciary to End Workplace Monitoring” (6 September 2001), online: www.epic.org/alert/EPIC_Alert_8.16.html.]  [8:  See Gina Holland, “Panel Endorses Monitoring of Judges” Washington Post (13 August 2001), online: www.washingtonpost.com/wp-srv/aponline/20010813/aponline175849_000.htm. See also the report by the Electronic Frontier Foundation, Federal Judges Issue Internet Use Policy for U.S. Courts, online: http://w2.eff.org/Privacy/Workplace/Judiciary/20010813_aousc_monitoring_pr.html, and “Judicial Policy Board Votes by Mail on Web Monitoring” Government Technology, online: www.govtech.com/gt/5940?topic=117680.]  [9:  See Hardeep Josan & Sapna Shah, “Internet Monitoring of Federal Judges: Striking a Balance Between Independence and Accountability” (2002) 20 Hofstra Lab & Emp LJ 153 at 158 [Josan & Shah]:
The aim of the Initial Policy is twofold: (1) to secure the courts' computers by protecting them from viruses and hackers and (2) to ensure that employees [including the judges themselves] do not waste time browsing the Internet for leisure, . . . most critics were outraged with the proposed policy that all judiciary employees, including judges, must waive all expectations of privacy in communications made when using office equipment, including computers Judges have criticized the monitoring on grounds that it is an invasion of privacy and that it may violate the ECPA .
This position was eventually moderated: see “Judges Ease Surveillance of Web Use” The New York Times (20 September 2001), online:  http://query.nytimes.com/gst/fullpage.html?res=9C00E0D7133BF933A1575AC0A9679C8B63. [redirects to: http://www.nytimes.com/2001/09/20/us/judges-ease-surveillance-of-web-use.html]]  [10:  On the separation of powers and the judicial branch generally, see Cheryl Saunders, “Separation of Powers and the Judicial Branch” (2006) 11 Judicial Review 337, online: www.adminlaw.org.uk/docs/Professor%20Cheryl%20Saunders%20-%20July%202006.doc. More specifically, in the Canadian context, s 11(d) of the Canadian Charter of Rights and Freedoms, above note 4, seeking to guarantee a fair hearing by an impartial and independent tribunal, encompasses a constitutional protection against judicial bias. Independence refers to freedom from interference from the executive or legislative branch. This aspect does not concern us at present as it relates to the tribunal’s institutional, administrative, and fiscal independence, rather than that of individual judges. See Valente v The Queen, [1985] 2 SCR 673. The impartiality component denotes a judicial state of mind, characterized by the absence of actual or perceived bias, as described by Chief Justice Lamer in R v RDS, [1997] 3 SCR 484 at para 104–5: “[I]mpartiality can be described – perhaps somewhat inexactly – as a state of mind in which the adjudicator is disinterested in the outcome and is open to persuasion by the evidence and submissions. In contrast, bias denotes a state of mind that is in some way predisposed to a particular result or that is closed with regard to particular issues.”
In the US guidelines were later adopted in this context. See Administrative Office of US Courts, News Release “Judicial Conference Approves Recommendations on Electronic Case File Availability and Internet Use” (19 September 2001), online: www.uscourts.gov/News/NewsView/01-09-19/Judicial_Conference_Approves_Recommendations_on_Electronic_Case_File_Availability_and_
Internet_Use.aspx. For a more detailed discussion of this, see Josan & Shah, above note 9.] 


If the Federal judiciary’s experience in the US is any indication, the idea of monitoring judges’ Internet and email use for content is far from theoretical.[footnoteRef:11] The installation of monitoring software on judges’ computers is no longer unprecedented and therefore must be seriously addressed.[footnoteRef:12] Moreover, since technology creates new criteria for measuring judicial productivity, judicial dockets can be monitored with great ease and expectations of judges’ workload and performance can vary as a function of technological advances,[footnoteRef:13] arguably doing violence to both independence and impartiality.[footnoteRef:14]    [11:  See Philip Gordon, “Judge Leads Fight for Workplace Privacy” Denver Post (20 September 2001) B-07.]  [12:  See Michael Geist, Computer and E-mail Surveillance in Canada: The Shift from Reasonable Expectation of Privacy to Reasonable Surveillance (March 2002) [Geist], a report prepared for the Canadian Judicial Council which cites the Judges Technology Advisory Committee’s survey Court Technology Security: A Report of the Judges Technology Advisory Committee to the Canadian Judicial Council (30 November 2001) at Table 2-7. According to Geist: “62 percent of respondents indicated that log-in and account activity by judges or judicial staff was monitored 29 percent of respondents indicated that dial-in and e-mail usage by judges or judicial staff was monitored 33 percent of respondents indicated that Internet usage by judges or judicial staff was monitored” (at 41). And at 42: 
The data was particularly troubling in light of responses regarding the adequacy of notice and implementation of computer and e-mail monitoring. Only 50 percent of respondents indicated that they had been informed that their computer activities may be monitored, only 33 percent of users were required to sign an Appropriate Use Agreement before receiving access to the computer system, and a paltry 5 percent of respondents indicated that their opening log-on screen clarified the expected use of the computing equipment by judges and judicial staff. Furthermore, with only 14 percent indicating that the judges or judicial staff are involved in the monitoring activity, it became apparent that the judiciary was not involved in the implementation aspect of the monitoring activities.]  [13:  See “Computer Monitoring Guidelines,” recommended by the Judges Technology Advisory Committee, July 2002, approved by the Canadian Judicial Council, September 2002, online: www.cjc-ccm.gc.ca/cmslib/general/news_pub_techissues_GuidelinesCM_2002_en.pdf. See principles 3 and 4: 
[3] As an overriding principle, any computer monitoring of judges, and judicial staff who report directly to judges, must have a well defined and justifiable purpose that does not encroach on deliberative secrecy, confidentiality, privacy rights or judicial independence.
[4] Content-based monitoring of judges and judicial staff is not permissible under any circumstances. Prohibited activities include keystroke monitoring, monitoring e-mail, word processing documents or other computer files, and tracking legal research, Internet sites accessed, and files downloaded by individual users. ]  [14:  See Geist, above note 12.] 


Consider the following, more extreme case. While its direct relationship to the cyber world is questionable, its relevance to the probable impact of seemingly imminent cyber-monitoring of judicial efficiency is evident. It involves an Israeli judge who tragically committed suicide in his home, due to what had become an unbearable workload and extreme pressure to perform in an ever more timely fashion.[footnoteRef:15]  [15:  See, for example, Aviad Glickman “Judge Commits Suicide Due to Workload” (12 February 2010), online: www.ynetnews.com/articles/0,7340,L-4025875,00.html. According to Haaretz: “A source familiar with the court system said this was essentially equivalent to an order to either resign or face a complaint to the judicial ombudsman about his backlog. Benatar was supposed to have given his answer in the coming days.” Tomer Zarchin, Nir Hasson, & Yaniv Kubovich, "Jerusalem judge commits suicide due to workload” Haaretz (9 February 2011), online: www.haaretz.com/print-edition/news/jerusalem-judge-commits-suicide-due-to-workload-1.342103.] 

As one local newspaper aptly summarized the dilemma: “We cannot ignore the burden of responsibility laid on a conscientious judge, who is torn between his duty to do justice with the litigants appearing before him and the system's expectation that he work faster, increase his output and produce ever more verdicts.”[footnoteRef:16] [16:  See Haaretz editorial, “The Law Decided His Fate” Haaretz (11 February 2011), online: www.haaretz.com/print-edition/opinion/the-law-decided-his-fate-1.342643.] 


Technology’s capability for heightened monitoring of judicial productivity naturally places often-overworked judges under even greater pressure to perform. In this scenario, output or yield risks come at the expense of due care and well thought out decisions.[footnoteRef:17] Speed is a poor substitute for craft, conscientious and meticulous judging. As Israeli Supreme Court President Dorit Beinish observed on the heels of Judge Benatar’s suidide: “Judges aren’t factory workers and their work cannot be measured by their output.”[footnoteRef:18] Together with Judge Benatar’s death, that fact must be borne in mind as the temptation to electronically monitor judicial productivity becomes irresistible.  [17:  Ibid. ]  [18:  Ron Friedman, “Panel Holds Meeting on Judges’ Workload Following Suicide” The Jerusalem Post (15 February 2011), online: www.jpost.com/NationalNews/Article.aspx?id=208247&R=R2.] 


D. Separation of Powers and Institutional Independence
Far less dramatically — but arguably no less significantly — the fact that court servers are government owned might foster a perception of infringement upon the separation of powers, thus prompting some Canadian courts to take active measures towards electronically distinct servers and tech support.[footnoteRef:19] [19:  See guidelines set out by the Canadian Judicial Council, including the Canadian Judicial Council’s Blueprint for the Security of Judicial Information , 2d ed (2006), online: www.cjc- ccm.gc.ca/cmslib/general/news_pub_techissues_SecurityBlueprint_2006_en.pdf.] 


As regards the cardinal principle of competence, a judge’s deliberation and decision making process can in principle now be tracked by documenting his or her Internet research pertaining to a given case (what sources and with whom they may have consulted). It stands to reason that parties will eventually take opposing this practice as ex parte or offending the (disputed) bar on independent factual research, as explored in greater detail below.[footnoteRef:20] In the alternative, they might demand access to such information as a matter of transparency respecting the decision making process. Did the judge allot sufficient time to the matter (productivity)? Was their Lexis or Quicklaw query flawed? Did they google the litigant or consult with an outside party (such as an academic)?  [20:  See David H Tennant & Laurie M Seal, “Judicial Ethics and the Internet: May Judges Search the Internet in Evaluating and Deciding a Case?” (2005) 16:2 The Professional Lawyer.] 


Where there is trepidation there is also hope, as the Internet and its resources can serve to attenuate judicial unfamiliarity with new science and technology. It is to such issues that we now turn.









